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The Altiris eXpress SW Delivery solution allows you to define software packages, distribute software packages, and run programs on Windows 9x/Me/NT/2000/XP operating system computers. SW Delivery includes the following features:

• Computers can be targeted for software delivery jobs based on most of the Altiris eXpress Inventory Solution data that is gathered from a computer. You can easily designate groups of computers to receive a software delivery job based upon hardware, software, or end-user details.

• A software deployment advertisement, which downloads and deploys software packages, can be designated as mandatory or optional. You can allow or prohibit users from running an advertisement. You can also expire programs, so they can no longer be deployed after a specified date.

• Network bandwidth throttling helps minimize network impact. This is especially useful for remote users.

• Checkpoint recovery allows you to resume a package download to an NS Client computer if the download is interrupted. This is especially useful for remote/dialup users.

• Non-intrusive operation on NS Client computers.

• Full support for locked down Windows NT/2000/XP environments, which means software can be installed on computers even if the logged on user at the time of the installation does not have administrator rights to the computer.

• Native support for SMS packages, collections, advertisements, and status reporting.

• Numerous reports to help you analyze and make proactive management decisions.

Note If you want to define and deploy Unix software packages, use the Unix SW

Delivery solution.

SW Delivery works in conjunction with Notification Server and the NS Client to define and deploy software packages and run programs. Programs can be run once or based on a schedule.

To deploy a package, which consists of any collection of program files, you start by using the Web Administration Console to define a package. Once the package has been defined, an advertisement is created to deploy the package and to run programs within the package. The advertisement also specifies when a program is to be run, the security context used when a program is run, and the collection of computers to which the advertisement applies.

Bandwidth Throttling

Bandwidth throttling allows you to control the amount of bandwidth used in the delivery of packages. This feature can help minimize the impact of software deployment at peak network usage times.

When the SWDelivery Agent downloads a file, the agent downloads the file buffer by buffer with a delay between each buffer. The buffer size and the amount of delay between buffers are both Notification Server configurable. Different values can be used depending on the bandwidth usage.

If bandwidth control is disabled by the user, the SW Delivery Agent will use no (0) delay between buffers when downloading files. Effectively, the agent uses all of the available bandwidth for package download.

If bandwidth control is enabled, the agent will test the data transfer rate by using full bandwidth to download a package for 10 seconds, and then estimate the transfer rate during that period of time. If the estimated transfer rate is less than a threshold, the agent will then use a delay between buffer downloads to slow down the download process. The data transfer rate test is done every two minutes to re-evaluate the link speed during the package download. Therefore, bandwidth usage depends on the transfer rate of the package download. For more information on the throttling feature, see the Altiris eXpress Notification Server User Guide.

Blockout

Blockout allows you to block out times in which packages are delivered with a high priority, low priority, or not at all. This feature lets you ensure that package delivery does not take up significant network bandwidth during peak usage times. For more information on the blockout feature, see the Altiris eXpress Notification Server User Guide.

Security

On Windows NT/2000/XP, the SW Delivery Agent pieces of the NS Client run as a service with local administrator rights on the computer. The SW Delivery Agent pieces can run only under either the local system or the currently logged on user account. The default is the local system account.

When running using the local system account, the SW Delivery Agent pieces will not have the same HKEY_CURRENT_USER registry value as the local logged on user. The HKEY_CURRENT_USER is only the same value if you set up the advertisement to run as the logged on user.

Notification Server and SQL Server

If Notification Server and the Microsoft SQL Server database are NOT running on the same computer, make sure that the two computers are in the same time zone and their clocks are reasonably synchronized. Differences in times or time zones between the two computers can cause package update problems.

Prerequisites

SW Delivery requires the following:

Notification Server

• Notification Server Version 5.5 (or above)

Client Computer

• Windows 95, Windows 98, Windows Me, Windows NT 4.0, Windows 2000, or Windows XP operating system

• NS Client Version 5.5 (or above)

Installing SW Delivery

Before installing SW Delivery, review “Prerequisites” above.

To install SW Delivery on Notification Server

1. Click Start > Programs > Altiris > eXpress Notification Server > Notification Server >

Web Administration Console.

This starts the Web Administration Console.

2. Click the Solutions Center tab.

3. Click the NS Solutions link.

4. Click the SW Delivery Solution link.

5. Click Start.

This starts the installation of the solution. When the installation is complete, the window will automatically close.

To create a package

1 In the Web Administration Console, click the Solutions tab.

2. In the left pane, right-click the desired group in SW Delivery Solution > Packages, and then select    

   New > Win32 Package.

3 In the right pane, specify the package properties. See “Package Properties Page” on page 21 

   for a description of the properties. 

   Note Anonymous HTTP access is ignored.

4 Click the Apply button.
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To access this page

1. In the Web Administration Console, click the Solutions tab.

2 In the left pane, click SW Delivery Solution > Packages > package group name > package name.

Package Properties Page Items

Item Description

Name 


Name of the package.

Version 


Version of the package.

Publisher 

Publisher of the package.

Language 

Language for which the package is designed.

Description 

Description of the package.

Package does not
This option is used to run a command-line on the NS Client

contain source files
computer, for example a call to a utility like Chkdsk.exe. In

this case, the package contains no source files.

Access package

This option requires a package location. Notification Server will

from a local

map anonymous FTP and HTTP URLs to this location through

directory on the

which NS Client computers and package servers will access the

Notification Server
package.

machine

Access package

This option requires a package location. Notification Server will

from existing UNC
map anonymous FTP and HTTP URLs to this location through

which the NS Client computers and package servers will access

the package. For information on how security is handled, see

“Security” on page 17.

Distribution Point
This option requires a package location. All files and directories

managed by Altiris
at this location will be copied to a location on the Notification

express


Server computer from which NS Client computers and package

Notification Server
servers will access the package. The download procedure can

take several minutes for larger files.

Access package

This option requires a package location URL through which NS

from URL

Client computers and package servers will access the package.

Available Package
List of computers that have been designated as package servers.

Servers


All selected computers will have the package files copied to them.

Configure Package
Link to the page that allows you to configure package servers.

Servers


For more information on package servers, see Altiris eXpress

Notification Server User Guide.

Select all package
When this check box is selected, the package will be copied to

Servers


all listed package servers. By default, this check box is selected,

which is recommend.

You can specify

Location of the package on the package server. If no location is

where this package
specified, the Notification Server will place the package in the

will be located on
default location.

the Package Servers

Default Location

If this check box is selected, the package will be placed in the

on Package Servers
default location on the package server, which is NS Client install

path\Package Delivery\package GUID\cache.

Update


Click this button to immediately update distribution points

Distribution Point
(package servers and local location, if applicable) with the package.
Defining a Program for a Package

For each package, you can define one or more programs that the package can run.

To define a program for a package

1 In the Web Administration Console, click the Solutions tab.

2 In the left pane, click SW Delivery Solution > Packages > package group name > package name.

3 In the right pane, click the Programs button.

4 Specify the program details of the first program.

See “Programs Page” on page 24 for a description of the parameters.

5 Click the New button.

6 If you have more than one program, repeat this procedure for each of the programs.

Note Defining multiple programs for a single package allows you to use the same

package for more than one purpose.

To run MSI files

MSI files are not executables. They are databases that indicate files should be installed. To run an MSI in a package, you need to run msiexec.exe. The msiexec.exe program should be on the path. For information on all of the parameters for msiexec.exe, see the online help.

You can use the following command line:

msiexec.exe /i msifilename.msi

Note you can pass other command line parameters to msiexec.exe so that your installation is done in quiet mode.

Examples

For a basic UI

msiexec.exe /i msifilename.msi /qb

For no UI

msiexec.exe /i msifilename.msi /qn

To run script files

For VBS and VBE files, you need to run either cscript.exe or wscript.exe. For information on the available commands, see the documentation for these programs. Usually, other script files can be run as programs. See the documentation for your desired script file executables.
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To access this page

1 In the Web Administration Console, click the Solutions tab.

2 In the left pane, click SW Delivery Solution > Packages > package group name > package name.

3 In the right pane, click the Programs button.

Programs Page Parameters

Item 


Description

Programs 
Drop-down box that allows you to select the program to be associated with the selected advertisement. This box also allows you to select a program definition for editing or deletion.

New 
Creates a new program definition using the information currently listed in the Program Details section of the page.

Delete 


Deletes the program definition selected in the Program dropdown box.

Name (required) 
Name of the program.

Description (optional) 
Description of the program.

Command Line (required) 
Command line entry to run program, including switches and parameters if applicable. The file executed from the command line must be in the same location as the package or along the same path as the package. To run an MSI program, see “Defining a Program for a Package” on page 23

Working Directory (optional) 
Directory where files needed by the program are temporarily stored during deployment.

Estimated Disk


Estimated disk space required by the installed program. This is 

Space (optional)

an information field.

Estimated Run

Estimated time in minutes required to complete the deployment.

Time (optional) 

This is an information field.

Terminate After (optional) 
Terminates running of the program after the specified

number of minutes.

After Running (optional) 
Specifies the action to take after running the program.

The options are No action required, Restart computer, Log off user,

and Program restarts computer.

Starting Window 
Specifies the status of the program window when the program is run. The options are Normal, Hidden, Minimized, and Maximized.

Run with Rights 
Specifies whether the program is run with the System Account,

Logged in User, or Specified User account. If you select the Specified User, you must specify the user, domain, and password in the fields below this one.

User Name 
User name of the account to use if Specified User is selected in the Run with Rights field. This user must have administrator rights on the computers on which the package will be run.

User Domain 

Domain of the account to use if Specified User is selected in the

Run with Rights field.

Password 

Password for the account specified in the User Name field.

Confirm Password 
Password for the account specified in the User Name field.

User Input Required  
Specifies whether user interaction is required to run the program. If this check box is selected, user input is required on each NS Client computer that will run the advertisement.

Program Can 

Run Specifies the condition under which the program can be run. For

this field to be applicable, the User Input Required check box must be cleared. The options are Whether or not a user is logged on, Only when a user is logged on, and Only when no user is logged on.

Run Program For 
Specifies when the program is run if the Only when a user is logged on option is selected in the Run Program for field. The options are First user who logs in and Every user who logs in.

Minimum Connection 
Drop-down box used to specify the minimum connection speed

Speed
required between the NS Client and distribution point for the package to be downloadable. This helps prevent attempts to download large packages across slow connections.
Advertisement Status Files

The SW Delivery Agent keeps track of package download status information for each package in a status file. The status is kept in the:

 install path\Altiris\express \NS Client\Software Delivery\Status\PackagesStatus.xml file.

The SW Delivery Agent keeps track of package execution status for each advertisement in the install path \Altiris\eXpress\NS Client\Software Delivery\Status\notificationserver.xml file.

By default, the status files store the status of the last 10 download attempts for each package and last 10 execution attempts for an advertisement. The number of attempts is specified in the registry in the following key and value:

HKLM\SOFTWARE\Altiris\eXpress\NS Client\Software Delivery \MaxHistoryLogEntries
Verifying Client Connectivity to the Package Source

To verify the connectivity to the package source from the NS Client

1 In the NS Client program, click the Software Delivery tab.

2 Click the advertisement that references the package that you want to check.

3 From the popup dialog, select the Show the properties and history for this package option.

4 From the Altiris eXpress Advertisement Properties window that appears, click the Package Properties section link to expand the section. From here you can see the package location links.

5 Click the package location http link.

An instance of Internet Explorer should start targeting that URL. If there are any error messages within Internet Explorer, this would be the same error that the NS Client has when trying to download the package.

Checking for Package Download Errors

After deploying packages, it is important to know that the packages were deployed successfully. If some packages were not successfully deployed, you need to know on which computers the deployment was not successful. To facilitate this process, SW Delivery provides the “Package download errors” report. The following procedure describes how to create and use the report.

To determine package download errors

1 In the Web Administration Console, click the Solutions tab.

2 In the left pane, click SW Delivery Solution > Reports > Client Package Download > Package download (errors).

3 In the right pane, click the View report on latest data link.

4 Edit the editable parameters as needed, and then click Submit.

A report using the latest data will be created displaying package deployment error information. You can click on items in the report to drill down for more details.

Tip For other client status information, use the above procedure, but select one of the other reports.
Verifying that a Policy Has Been Successfully

Delivered to the NS Client Computer

To verify that a policy has been successfully delivered to an NS Client

computer using the Resource Explorer

1 Open the Resource Explorer to display information about the desired NS Client computer.

For information on using the Resource Explorer, see the Altiris express Notification Server User Guide).

2 Click the Policy Config tab.

This displays a list of all the policies that are enabled for the selected computer.

3 Verify that the policy you are checking for is in the list.

To verify on the NS Client that a policy has been successfully delivered to it

1 In Windows Explorer or through My Computer, open the install path\Altiris\eXpress\NS Client\Client Policies folder (c:\Program Files\Altiris\eXpress\NS Client\Client Policies by default).

This is where policies are stored on the NS Client.

2 Open the notification_server_name.xml file using a text editor or Internet Explorer.

3 Review the contents of the policy file and confirm that the policy you are interested in is included in the file.

Log Files

Components that encounter errors while running place messages in a log file in the

install folder\Altiris\eXpress\logs folder on the Notification Server computer. The log is an XML text file that you can open in a text editor or within Internet Explorer 5.

FTP Service

If the FTP service is not installed, you will get the following error messages:

An error occurred whilst creating virtual directories to package's distribution point.

Method MapPackageDistPoints() threw an error or returned empty.

MapPackageDistPoints(): Error thrown by function CheckCreateDistPoints()

when attempting to get/create FTP virtual directory named {0BA533E9-0C99-

4E6D-8AA3-984435BFDA06}, Distribution point UNC = C:\Downloads\Acrobat Reader. 

ERROR: Number=80040000, Description=CheckCreateDistPoints():

Failed to get AeXNS FTP site

CheckCreateDistPoints(): Failed to get AeXNS FTP site. ERROR: Number=1A8,

Description=Object required

GetNfySvrDir(): Failed getting IIS admin object: IIS://POULNIELSEN/

MSFTPSVC. ERROR: Number=80070003, Description=

To fix this problem, start the FTP service.

NOTES:

