Pre-configured Application Metering Reports (v 5.7.196)

Reports allow you to analyze your data. Application Mgmt Solution provides numerous predefined

reports to help you analyze your information. You can modify these reports if desired, or you can

create your own reports.

Application Mgmt Solution includes several predefined reports that are organized into eight

different report groups. The following table lists and describes each report group.

Important For reports to work, the related data must have been previously collected. For example, if you have not previously collected MSI application scan data, you will not be able to create MSI application reports.

Group 


Description

Baseline Added

Contains reports that identify files that have been added to

(files)


computers.

Baseline Added

Contains reports that identify registry keys that have been

(registry)

added to computers.

Baseline

Contains reports that identify saved file baselines, versions, etc.

Deployment (files)

Baseline

Contains reports that identify saved registry baselines,

Deployment

Versions , etc.

(registry)

Baseline Missing,
Contains reports that identify missing or different files.

Different (files)

Baseline Missing,
Contains reports that identify missing or different keys

Different (registry)

Baseline Summary 
Contains reports that provide compliance levels and averages.

Windows Installer
Contains reports that identify MSI applications, their install

Agent


state, etc.

The following table lists and describes the Baseline Added (files) reports:

Baseline Added (files) reports

Report 


Description

Added files (pivot) 

Easily and quickly find unauthorized added files. Start with the

manufacturer, explore the products, then the file names and

ultimately drill down into the details for a specific machine.

Added products by

A summary list of all of the products added to the machines on

Machine


your network. The list is sorted by machine name and includes

the number of files reported by baseline. You can use the query

filter and machine filter to limit the number of machines

reported.

Count of added


This report records the number of product instances that have

Products


been installed in your network. You drill down to the machine

by following the product.

Size of added


This report computes the aggregate total size of each added

Products


product across all of the machines in your network, so you can

determine the impact. Drill down to see the list of machines and

individual size of each file.

Top 25 – machines

This report lists the top twenty-five machines with the most

with most added

added files. If you don't want to be bothered by machines with

files



added files fewer that 100 then accept the default machine filter.

Note The baseline agent can limit the number of added files

reported in the added table, therefore the number of rows in the

database may be lower than the number of added files.

The following table lists and describes the Baseline Added (registry) reports:

Baseline Added (registry) reports

Report 


Description

Added keys by


This report lists the registry keys that have been added and

Machine
orders them by machine. It drills down to a list of added keys and values.

Top machines with

This report lists the top 25 machines that have the most added

most added keys

registry keys.

The following table lists and describes the Baseline Deployment (files) reports:

Baseline Deployment (files) reports

Report 


Description

Baseline by domain

Use this report to determine what baselines are deployed in

(pivot)
which domains. Expand the domains in the display and doubleclick on the machine name to drill down into the details for the machine.

Count of machines

This report displays the number of machines that are running a

by baseline


baseline in a graph. Drill down into the graph to view the list of

machines for that baseline name and version.

Distinct list of


This report helps you keep track of all the baselines you have

Baselines


deployed. It reports the name and version, the reference system

(from which the snapshot was taken), the date and the number of files in the snapshot.

Note You can use multiple versions of a baseline to track

software rollouts. Use this report to verify that you have the right baseline deployed. Drill down into the table to view the list of machines.

Machines not


This report lets you determine which machines are not reporting

reporting in the last

(baseline data) regularly. Each individual baseline is reported.

7 days



Typically you will schedule the running of the baseline agent

using SMS advertisements. The report will indicate the number

of days since the last report (of any baseline). You can create a

custom report to focus on specific baselines if you are running

multiple.

Machines running

This report counts the number of machines that are running

baseline agent


baseline (i.e., have reported at least one baseline result) and the

number of machines that are not running baseline. Drill down

into the graph to view the list of machines.

Verify baseline


This report allows you to determine what versions of the

agent version


baseline agent are deployed throughout your enterprise. The

version also indicates whether the software is 'evaluation' or

'registered'. Drill down into the graph to view the list of

machines.

The following table lists and describes the Baseline Deployment (files) reports:

Baseline Deployment (registry) reports

Report 


Description

Count of machines

This report lists the machines according to the baseline by which

by baseline


the machine is categorized.

Distinct list of


This report lists the baselines that exist.

Baselines

Machines not


This report lists the machines that have not reported a baseline

reporting in the last

in the time specified.

7 days

The following table lists and describes the Baseline Missing (files) reports:

Baseline Missing, Different (files) reports

Report 


Description

Different version

Find back-leveled DLLs, EXEs and OCXs easily using the pivot

files (pivot)


report. Double-click on the name to drill down into a machine.

Different version

This report finds products with different version files. Drill

files by product


down into the product for the list of files that have a different

version and from there drill down to view the list of machines

with the different version file, including the expected version

number and expected file size.

Missing files


Find missing files quickly and easily. Start with the

(pivot)



manufacturer, explore the products, then the file name and

ultimately drill down into the details for a specific machine.

Missing files by


This report finds products with missing files. Drill down into the

Product



product to find the list of missing files and then drill down to

view the list of machines with the missing file.

Top 25 – machines

This report lists the top twenty-five machines with the most

with different


different version files. You can filter the list of machines by

version files


changing the different version files machine filter.

Note To save resources, the baseline agent can limit the

maximum number of different version files that are reported to

SMS. Hence the number of different version files and the

number of reported different version files may be different.

Top 25 – machines

This report lists the top twenty-five machines with the most

with missing files

missing files. You can filter the list of machines by changing the

missing files machine filter.

Note To save resources, the baseline agent can limit the

maximum number of missing files that are reported to SMS.

Hence the number of missing files and the number of reported

missing files may be different.

The following table lists and describes the Baseline Deployment (registry) reports:

Baseline Missing, Different (registry) reports

Report 


Description

Missing or different

This report lists the registry keys and values that are missing

keys and values by

from the baseline and categorizes them by baseline.

Baseline

Missing or different

This report lists the registry keys that are missing from the

keys and values by

baseline and categorizes them keys by machine.

Machines

Top machines with

This report lists the machines that have registry keys that are

missing or different

missing or different from the baseline for that machine. It drills

keys



down to a list of the keys and values.

The following table lists and describes the Baseline Summary reports:

Baseline Summary reports

Report 


Description

Aggregate


This report aggregates the individual baseline compliance % for

compliance % by

each machine, reporting one overall compliance % for the

machine


machine. For example, you may have three baselines (OS,

Office, IE). This report will group the machine into levels using

the aggregate compliance %. Drill down into the chart to view

the compliance % for each individual baseline sorted by

machine.

Average baseline

This report displays the average compliance level for each

compliance %


baseline (i.e., the average compliance % across all the

machines). You can drill down into each baseline to view the

specific machine details. Sort the 'Compliance %' column to find

the machines that need the most attention. You can filter the

report by specifying a domain name, or simply use '%' to view

all of the machines in your database.

Average number

Use this report to determine the average number of missing files

missing, different

and different version files by baseline. This report can help you

by baseline


identify the summary compliance level across all of your

machines. Drill down into the table to view the list of machines

and the actual number of missing files and different version files

reported by baseline.

Compliance level

This report displays the number of machines by compliance

by file baseline


level (% range) for each baseline in a bar graph.

Note A single machine can have multiple baselines. When you

drill down into the graph, the compliance % for each baseline is

displayed sorted by machine name. This report lets you quickly

identify which particular baselines (software components and

applications) are not compliant.

Compliance level

(% range) for each baseline in a bar graph.

by registry baseline

Note A single machine can have multiple baselines. When this

report displays the number of machines by compliance level,

you can drill down into the graph. The compliance % for each

baseline is displayed sorted by machine name. This report lets

you quickly identify which particular baselines (registry keys)

are not compliant.

Count of 100%


The report displays the number of 100% compliant baselines.

compliant baselines

Note A machine can have more than one baseline (e.g., OS,

Office, IE). This report shows the number of baselines that are

100% compliant and the number of baselines that are not. Drill

down into the graph to view the list of machines (and baselines)

sorted by compliance %.

Summary of all file

Reports summary of each file baseline run. From the summary,

Baselines


you can drill down to a list of all added, missing and different

files reported on a machine from a specific compliance scan.

Top 25 – lowest


Reports the twenty-five machines that need the most attention,

Aggregate


which makes performing triage a snap. If you don't want to view

compliance %


machines that have a compliance % greater than 80, you can

restrict the list of machines by adding a query filter that requires

the compliance % be less than or equal to 80. In any case, this

report will find the machines that need your attention. Simply

drill down into the table to view the compliance % and the

number of files missing, with different version and added.

The following table lists and describes the Windows Installer Agent reports:
Window Installer Agent Reports

Report 



Description

All repair attempts in

This report lists summary information of all repair attempts

the last N days


within a variable number of days. From this summary

information, you can drill down to the Resource Explorer.

Failed repair


This report lists details on failed attempts at repairing

attempts in last N days

applications in the last N days. From this report you can drill

down into all components of the product.

Feature install state

Displays product feature install states for machine Y. From this

for machine Y


report you can drill down to the Resource Explorer.

Installed products summary
This report lists products and how many times they have been

installed. It drills down to all machines with the installed

product, then it drills down to the Resource Explorer.

Machines not


This report lists machines that have not reported in the last N

reporting in last N days

days. It then drills down to the Resource Explorer.

Machines reporting

This report will list machines that are reporting broken

broken components

Windows Installer components. You can then drill down to the





Resource Explorer.

Machines reporting

This report counts how many inaccessible source paths each

inaccessible source paths
machine has. You can drill down to see which components of

a selected machine are broken. You can then drill down to list

inaccessible source paths. You can then drill down to the

Resource Explorer.

Machines with most

Lists machines with the most broken products. Drills down into

broken products


all broken products of selected machine, then drills down to the

Resource Explorer.

Machines with no

Reports Windows machines that have never reported Windows

Windows Installer

Installer data.

Agent installed

Most frequently


List most frequently broken products. Drills down into all

broken products


broken components of selected product, then drills down to the

Resource Explorer.

Product summary for

This report displays a summary of installed products on one or

machine Y


more machines. You can drill down to a list of broken

components for each product.

Products reporting

This report counts and lists products with inaccessible paths. It

inaccessible source

drills down to show all inaccessible paths for a product and the

paths



computer the broken product is on. It then drills down to the

Resource Explorer.

Successful Repair

This report lists summary info of successful attempts within

Attempts in the last

a variable # of days. It then drills down to the

N days 



Resource Explorer.

Summary for last N days
This report shows summary info for all Windows Installer Agent 






Scans in the last N days, then drills down to the Resource





Explorer.

